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### Biometric Performance Requirements

|  |  |
| --- | --- |
| TS47\_3.4.1\_REQ\_001 | An AI Mobile Device SHOULD support a 2D facial biometric system. |
| TS47\_3.4.1\_REQ\_002 | An AI Mobile Device SHOULD support a 3D facial biometric system. |
| TS47\_3.4.1\_REQ\_003 | An AI Mobile Device SHOULD support a fingerprint biometric system. |
| TS47\_3.4.1\_REQ\_003a | An AI Mobile Device supporting a biometric system SHALL either fulfil explicit requirements for that biometric system (i.e., TS47\_3.4.1\_REQ\_004 and/or TS47\_3.4.1\_REQ\_005 and/or TS47\_3.4.1\_REQ\_006) or it SHALL fulfil FIDO/IFAA certification as perTS47\_3.4.1\_REQ\_007. |
| TS47\_3.4.1\_REQ\_004 | An AI Mobile Device supporting 2D facial biometric system SHALL support the biometric KPI requirement TS47\_3.4.1\_REQ\_004.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization. |
| TS47\_3.4.1\_REQ\_004.1 | 2D Facial FAR <= (0.002)% and FRR <= (3)% simultaneously |
| TS47\_3.4.1\_REQ\_005 | An AI Mobile Device supporting 3D facial biometric system SHALL support the biometric KPI requirement TS47\_3.4.1\_REQ\_005.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization. |
| TS47\_3.4.1\_REQ\_005.1 | 3D Facial FAR <= (0.001)% and FRR <= (3)% simultaneously. |
| TS47\_3.4.1\_REQ\_006 | An AI Mobile Device supporting fingerprint biometric system SHALL support the biometric KPI requirement TS47\_3.4.1\_REQ\_006.1 for each of the use cases: Device Unlock, Application Login and Payment Authorization. |
| TS47\_3.4.1\_REQ\_006.1 | Fingerprint FAR <= (0.002)% and FRR <= (3)% simultaneously. |
| TS47\_3.4.1\_REQ\_007 | The biometric key performance indicators (KPIs) for the supported biometric system SHOULD be certified by one or more of the following programs:  Fast IDentity Online (FIDO) Alliance Biometric Component Certification Program.  Internet Finance Authentication Alliance (IFAA) biometric Certification Program. |